imrim is looking for a

Security consultant focused on ethical hacking and incident handling

In our growth phase, we are looking for a security consultant that will help us advise our clients in matters related to information security. In particular, we are looking for a curious individual with great technical skill, able to own and conduct ethical hacking missions as well as respond to information security related incidents.

Main tasks to be performed:

- Conduct [web] application, network, system and infrastructure penetration tests
- Evaluate physical security using social engineering techniques in redteam-like exercises
- Conduct phishing campaigns to assess the level of information security awareness among our clients.
- Conduct digital forensics and incident handling at our clients
- Maintain, update, upgrade or even rethink the infrastructure or the tools we use
- Report on findings to a range of stakeholder

Skills to demonstrate

- Strong technical background (Network, applications, Operating systems) and usage of hacking tools
- Team oriented
- Fluent in English, both in written and oral – this is a must.
- Strong sense of ownership
- Curious about new technologies and willing to accept to new challenges outside of his/her comfort zone
- Willingness to pragmatically improve internal processes and procedures
- Client focus
- Ability to conduct projects on his/her own while maintaining internal stakeholders informed.
Qualifications [optional]

- Certified Register of Ethical Security Testers (CREST)
- Cyber-security certifications (CHECK, CTM, CTL, CREST, TIGER, OSCP)
- A degree in computer security, computer science or equivalent
- Recognized security testing certifications (GIAC, CEH)

Our team of experts combine a great service culture with skills to support our clients when addressing information security challenges.

You are looking to share your competencies and creativity in a unique company, join our team: contact@imrim.com